1. Bloquear o MSPaint e a Calculadora **(Mulheres**)
2. Bloquear CMD **(Mulheres)**
   1. User Configuration > Policies>Administrative Templates > System>cmd.exe
3. Bloquear Gestor de Tarefas **( Mulheres)**
   1. User Configuration > Administrative Templates > System > CTRL + ALT + DEL > Remove Task Manager
4. Remover possibilidade Logoff **( Mulheres)**
   1. User Configuration > Policies > Administrative Templates > System > “Ctrl+Alt+Del Options“. > “Remove Logoff”. Double click on “Remove Logoff”
5. Bloquear Painel de Controlo **(Mulheres)**
   1. User Configuration > Policies>Administrative Templates >Control Panel >Prohibit acess to control panel and pc setting
6. Bloquear a barra de Tarefas **(Mulheres)**
   1. User Configuration > Policies>Administrative Templates > Start Menu and taksbar > lock all taskbar settings
7. Permitir a instalação de programas somente com privilégios de administrador **(Mulheres)**
   1. User Configuration > Policies>Administrative Templates > Windows Components>Windows Installer
8. Não permitir a instalação dos updates **(Mulheres)**
   1. User Configuration > Policies>Administrative Templates > Windows componentes> winodws update
9. Não permitir a alteração das configurações de rede **(Mulheres)**
   1. User Configuration > Policies>Administrative Templates > Network > Network connectionsnetwork nconnections > prohibit acess to properties o flan connection
10. Remover o executar do menu Iniciar **(Mulheres)**
    1. User Configuration > Policies>Administrative Templates > Start Menu and Taskbar > Remove run from start menu
11. Bloquear USB com mensagem para o utilizador **(Mulheres)**
    1. User Configuration > Policies>Administrative Templates > system > remove storage acess > removable disks: deny read access
12. Esconder um disco **(Homens)**
    1. User Configuration > Policies>Administrative Templates>file explorer > hide these specefied drives in my computer
13. Mostrar título ao fazer login **(Mulheres e Homens)**
    1. Computer configuration > policies > Windows settings > security settings> local policies > security options > interactive logon message title for users attemptng to login
14. Remover todos os ícones do Desktop**(Mulheres e Homens)**
    1. User Configuration -> Administrative Templates -> Desktop > Hide and disable all items on the desktop
15. Mostrar mensagem de texto ao fazer login **(Mulheres e Homens)**
    1. Computer configuration > policies > Windows settings > security settings> local policies > security options > interactive logon text for users attempting to log on
16. Iniciar um script quando o PC iniciar **(Homens)**
    1. Computer configuration > policies > Windows settings > scripts (startup/shutdown) > startup
17. Iniciar um programa quando um utilizador faz login **(Mulheres e Homens)**
    1. User Configuration > policies > administrative templates > System > logon > run these programs at users logon
18. Pedir a password quando retorna da suspensão **(Mulheres e Homens)**
    1. **User confi> policies > adm template > sys > power management > promt for password on resume from hibernate/suspend**
19. Mudar o wallpaper para uma imagem ligada a hacking **(Mulheres e Homens)**
    1. **Usr conf > adm templat > Desktop > desktop > desktop wallpaper**
20. Desabilitar o uso da camera (**Mulheres**)
    1. Computer Configuration > Policies > Administrative Templates > Windows Components > Camera
21. Não permitir que as passwords sejam guardadas (**Mulheres e Homens**)
    1. Configure the policy value for Computer Configuration >> Windows Settings >> Security Settings >> Local Policies >> Security Options>> "Network access: Do not allow storage of passwords and credentials for network authentication"
22. Desligar as aplicações da Store **(Mulheres e Homens)**
    1. Computer Configuration -> Policies -> Administrative Templates -> Windows Components -> Store -> Disable all apps from Microsoft Store
23. Remover a possibilidade de mudar a password **(Mulheres e Homens)**
    1. Computer Configuration > Windows Settings > Security Settings > Local Policies > Security Options > Domain member: Disable machine account password > Enabled